
PROTECTION AGAINST
CYBERASSUALTS

PROTECTING COMPANY
INFORMATION

DATA MANAGEMENT
AND CLOUD STORAGE

ISO/IEC 27701
Privacy Information Management – Security techniques.
Extension to ISO/IEC 27001 and ISO/IEC 27002. Requirements.

BS 31111
Cyber risk and resilience. Guidance
for the governing body and executive
management.

ISO/IEC 27034
Information technology –
Security techniques –
Application security.

ISO/IEC 27017
Information technology – Security techniques –
Code of practice for information security controls based on ISO/IEC 27002 for cloud services.

ISO/IEC 27033
Information technology – Security techniques –
Network security.

ISO/IEC 27032
Information technology –
Security techniques –
Guidelines for cybersecurity.

ISO/IEC 27002
Information technology – Security techniques –
Code of practice for information security controls.

ISO/IEC 27003
Information technology – Security techniques –
Information security management system
implementation guidance.

ISO/IEC 27001
Information technology –
Security techniques –
Information security management
systems – Requirements.

ISO/IEC 27005
Information technology – Security techniques –
Information security risk management.

BS 7799-3
Information security management systems. Guidelines for information security risk management.
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