
Data protection and data privacy training

New revised pricing for 2019! 
*Applicable to 
certain courses

Training
With our range of training courses we can help you get the knowledge and skills 
you need to build resilience around your information security management.

Cybersecurity and Information Resilience 

Find out more
Call: +353 1 210 1711 

Email: training.ie@bsigroup.com
    Visit: bsigroup.com/csirtraining-ie   

Information security training

Fundamentals of General Data 
Protection Regulation (GDPR)

A one day foundation, non-technical course for 
both technical and general management interested 
in learning about GDPR and compliance around the 
regulation.

Incident Response for Managers

This one day theory based course is  
designed for managers and decision makers 
who may be involved in the management of a cyber or 
other form of security incident involving data and / or IT 
equipment.

GDPR Implementer / Auditor        
Self-Assessment 

This two day training is aimed at stakeholders 
within organizations who are accountable for ensuring 
compliance with the GDPR. This course will position 
attendees to start a self-assessment exercise of their 
own organization.

Certified Information Privacy 
Manager (CIPM)

The CIPM equips you with the ability to develop, 
implement, and measure a privacy program framework 
while utilizing the privacy operational lifecycle: access, 
protect, sustain, and respond.

Certified Information Systems 
Auditor (CISA)

During this four day course you’ll learn about the five 
domain areas that relate to the role of a CISA based on 
the ISACA framework.

Certified Information Privacy  
Professional Europe (CIPP|E)*

The course examines industry best practices in privacy 
compliance concepts of data protection and trans-border 
data flows. The CIPP/E covers critical topics like the EU-
U.S. Privacy Shield and the GDPR.

Certified Information  
Security Manager (CISM)

This four day training is based on the ISACA framework, 
which has five domain areas that relate to the role of 
a CISM.

EC-Council’s Certified  
Chief Information Security  
Officer (C|CISO)

The EC-Council’s C|CISO program has certified leading 
information security professionals around the world. The 
program comprises three components: Training, Body of 
Knowledge, and the C|CISO exam.



EC-Council’s Certified Network  
Defender (C|ND)

This is a four day vendor-neutral, hands-on, instructor-led 
comprehensive network security certification training 
program. It is a skills-based, lab intensive program based 
on a job-task analysis and cybersecurity education 
framework presented by the National Initiative of 
Cybersecurity Education (NICE).

Certified Information Systems 
Security Professional (CISSP)

If you’re building a career in information security then 
CISSP is the must-have qualification to help you progress. 
This course will prepare you with the knowledge and skills 
to complete the CISSP exam, which will get you Certified 
Information Systems Security Professional status.

EC-Council’s Certified Ethical  
Hacker (C|EH)

On this five day course you will learn ethical hacking and 
network security skills along with a new and exclusive 
crash course in GDPR Fundamentals module.

EC-Council’s Certified Incident   
Handler (E|CIH)

This three day course is designed to provide the 
fundamental skills to handle and respond to the computer 
security incidents in an information system. 

EC-Council’s Computer Hacking  
Forensic Investigator (C|HFI)

Get the knowledge and expertise to carry-out a computer 
forensic investigation with the C|HFI training course.

Certificate of Cloud  
Security Knowledge (CCSK)

Gain the skills to identify security threats and best 
practices for securing the cloud. You’ll learn how to 
assess, build, and secure a cloud infrastructure through a 
series of hands-on practical exercises.

Certified Cloud Security  
Professional (CCSP)

If you’re building a career in cloud security, then the CCSP 
is the must-have qualification to help you progress. This 
training course will provide you with the knowledge and 
skills required for the CCSP exam.

Security Foundations

This one day theory based course has been  
designed by security consultants, which aims to provide 
candidates with an understanding of the principles of 
security, risk management and the role of cybersecurity 
professionals within an organization.

Find out more

UK

Call: +44 345 222 1711
Email: cyber@bsigroup.com

Visit: bsigroup.com/csirtraining-uk

IE/International

+353 1 210 1711
cyber.ie@bsigroup.com

bsigroup.com/csirtraining-ie

Information security training

Cloud security courses

In-company training – structured training, delivered in-house

You can select any course from our extensive range and have it 
delivered to your team on-site, or even request a bespoke course. 

Our expert tutors will take the time to understand your company’s learning needs so 
that we can provide a training solution that satisfies your business objectives.


