
Introducing BS7799-3:2017  
Webinar 



Steve Watkins 

swatkins@itgovernance.co.uk 

@SWatty70  @Bridget.kenyon Bridget Kenyon  

Bridget Kenyon 

2 

bridget.kenyon@thales-esecurity.com 

Steve Watkins 



Steve Watkins 

 

 

 

 Increased Flexibility   

   Supports implementation of ISMS 

 Clarity on how to identify and analyse 
risk  

 

 

Gap in Market Place   

27001 Sets Requirements  
 

Risk Guidance for ISO 27001  

Why was the standard developed? 
 

What anticipated benefits will the standard 
bring to end users? 
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GRC Managers 
Security Managers 

Operational Managers 
Auditors  
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What is the 
intended 

audience for 
this standard?  
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 Covers two different approaches  

 Traditional asset threats and 
vulnerabilities   

 Scenario based  

 General advice on applying each of the 
approaches individually or together  

 

What does the standard cover and how does it 
relate to the requirements of BS EN ISO/IEC 
27001:2017? 
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 Bring in line with the current edition of 
27001  

  Covers Risk Identification, Assessment 
and Treatment  

  Clauses 6.1.1 through 6.1.3  

 Clauses 8.1 through 8.3  

 

How does BS 7799-3:2017 cover the process of risk 
identification and analysis? 



How does BS 7799-
3:2017 relate to an 

organization’s 
monitoring, audit 

and review process 
and in particular to 

third-party 
certification audits? 
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• Not audit criteria 

• Supports audit activity   

• Assists compliance activity  

• Emphasises role of risk in ISMS 

• Highlights need for aspects of an ISMS 

to work together  
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How to find changes between the new 
edition of BS 7799-3 and the 2006 

edition? 
 

• Mapping the old to the new  
• Find in Annex A 

 



Thank you  
 
BS7799-3:2017  
can be found on shop.bsigroup.com  
 
For further questions you can reach out to 
jaskirat.sahota@Bsigroup.com 
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