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Executive Summary

Top 10 trends

1St Use of internet for malicious attacks
2nd Influence of social media

3rd Loss of key employee

4th New regulations and increased regulatory scrutiny

1 Oth Slow economic growth and its impact on investment

Trend analysis Investment in business
continuity capability

More than 2 out
of 3 organizations

conduct longer term 1outof 5

organizations
will increase

trend analysis as
part of their horizon

scanning activity their budgets for

business continuity
in 2017

ISO 22301 uptake

More than 2 out of
3 organizations use
ISO 22301 in guiding
their business
continuity
programme




